Security

Security Groups are set up with appropriate permissions to aspects of the database. Users are then made members of these groups to inherit the group permissions. The security groups within DINO are:

* Admins - Standard MS Access group. Can do anything.
* Analysts - Able to run analysis programs but not able to update foods, do any coding or update study related data.
* CoderAdmins - Can import subjects and nothing else. Users must be a member of at least one other group (e.g. Coders) to be able to run the database.
* Coders - Coding. Not able to run analysis programs or update foods.
* FoodReaders - Can read food data. Can't code, run analysis programs or update foods.
* Foods - Can update foods, portion sizes etc. Can't code or run analysis programs.
* Users - Standard MS Access group. Can't do anything.

Users can be made a member of a combination of groups. For example, you can set up a user with the permissions to update foods and do coding.

Users defined in DINO are:

* Admin – Member of Users only
* AdminDB = Member of Admins (Password = $hared1)
* Analyst - Member of Analysts (No password)
* Coder - Member of Coders (No password)
* CoderAdmin - Member of Coders and CoderAdmins (No password)
* coled - Member of Admins
* DalzellS - Member of Admins (Password not changed)
* Food - Member of Foods (No password)
* FoodReader - Member of FoodReaders (No password)
* TerrienM – Member of Admins (No password)